
Sites are built on the Wordpress platform; the core files and plugins are kept up to date
weekly so it has all the latest security releases and updates.

We utilize the highest-level of server security: dedicated server, custom firewall setup,
load monitoring and brute-force protection, and complete anti-malware scanning and
quarantining. 

Daily backups are made to an off-site server to ensure  a reliable backup of each site is
available, if needed.
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Hosting / Server Level

WordFence Login Security

Optional - SSL security certificate

Industry-leading Wordfence plugin installed on every site: it was built from the ground
up to protect WordPress login technology. The Threat Defense Feed arms Wordfence
with the newest firewall rules, malware signatures and malicious IP addresses it needs
to keep each website safe.

Optional SSL (Secure Sockets Layer) certificate installation is available to encrypt user
browser data.  SSL certificates are used to secure and encrypt sensitive information like
credit cards, usernames, passwords, and other private data sent over the Internet.
Website pages secured with SSL are those branded with the HTTPS in their URL
address.


